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1. Map the data you have, where it is, how and by whom it is used, and how it is retained.

2. Include structured and unstructured data – data in IT systems and data in email/eComm systems.

3. Look for data retained in your organization and data about your business that is retained by third parties.

4. Complete a comprehensive inventory of all information systems and applications, and the information they contain.

1. Assess the applicable retention schedule, business value, and legal need to retain.

2. Develop retention/disposal decisions and justifications.

3. Create the road map for compliance.

4. Identify or design technology solutions to implement this road map.

1. Determine how best to retain or safely dispose of information.

2. Execute and document the decisions.

3. Continue to monitor changes in the business, operations, technology, and regulations.

4. Train and educate your staff to get their cooperation and participation in these decisions. 
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